|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **序号** | **评分因素及权重** | **分　值** | | **评分标准** | **说 明** |
| 1 | 报价10% | 10分 | | 以本次有效的最低投标报价为基准价，投标报价得分=(基准价／投标报价)\*10分\*100%(保留小数点后两位，第三位四舍五入) |  |
| 2 | 企业资质20% | 企业实力 | 10分 | 1.供应商通过质量管理体系认证，且认证范围类似“信息安全等级保护测试评估服务”得2分；  2.供应商通过信息安全管理体系认证，且认证范围类似“信息安全等级保护测试评估服务”得2分；  3.供应商通过环境管理体系认证，且认证范围类似“信息安全等级保护测试评估服务”得2分；  4.供应商具有数据安全服务能力评定资格证书得2分；  5.供应商具有国家信息安全漏洞库(CNNVD)技术支撑单位等级证书得2分。 | 资质或资格证书加盖投标人公章 |
| 3 | 履约经验 | 10分 | 供应商自2021年1月1日至今每有一个等保测评相关案例得2分，最多得10分。 | 提供相关合同复印件或授权书加盖投标人公章。 |
| 4 | 测评团队能力要求45% | 项目总测评师 | 15分 | 供应商为本项目配备的总测评师具有网络安全等级测评师高级证书的同时提供以下证书：  1.工业互联网安全评估师高级证书（CIISA）  2.计算机技术与软件专业资格信息安全工程师（软考类）  3.信息安全保障人员认证证书CISAW（认证方向分别为：安全运维、应急服务）  4.人力资源和社会保障局职称证书：网络安全服务工程师  5.数据安全官（DSO）  全部满足得15分，缺少一项扣3分。 | ①拟配人员需提供本单位投标截止前连续三个月社保证明材料；  ②提供证书复印件并加盖供应商单位公章。  ③拟派项目总测评师与项目经理不得兼任；  ④拟派的其余测评人员，同一人拥有多个证书的以最高单项计分，不累加得分。 |
| 项目经理 | 15分 | 项目经理具有信息安全等级测评师高级证书的同时提供以下证书：  1.注册信息安全专业人员证书（CISP）  2.信息安全保障人员认证证书（CISAW）认证方向：风险管理（专业级）  3.人力资源和社会保障局职称证书：网络安全服务工程师  4.网络工程师（高级）  5.国家信息安全水平证书（一级）  全部满足得15分，缺少一项扣3分。 |
| 测评人员 | 15分 | 供应商为本项目拟派的其余测评人员具有以下资质：  1.个人信息保护专业人员认证证书（PIPP）  2.信息安全保障人员认证证书CISAW  3.重要信息系统保护人员证书  4.注册数据安全治理专业人员(CISP-DSG）  5.注册渗透测试专家（CISP-PTS）  全部满足得15分，缺少一项扣3分，同一种证书不重复计分。 |
| 5 | 技术能力25% | 技术方案 | 25分 | 供应商根据本项目的服务内容及要求编制等保测评方案，提供的等保测评方案中需包括以下内容：1.等保测评流程、2.等保测评方法、3.等保测评指标、4.评测质量控制及保证措施、5.项目应急保障方案。  每具有一项得5分，最多得25分。在此基础上，方案中存在缺陷或不足的，每1项中每有1处扣2.5分，每项最多扣5分，扣完为止。  注：缺陷或不足是指：凭空编造、方案中内容前后不一致、前后逻辑错误、涉及的规范及标准错误、地点区域错误、内容缺失等； | 共同评分因素。 |